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1
SYSTEM AND METHOD FOR PROVIDING
NETWORK ACCESS TO ELECTRONIC
DEVICES USING BANDWIDTH
PROVISIONING

TECHNICAL FIELD OF THE INVENTION

The technology of the present disclosure relates generally
to electronic devices and, more particularly, to a system and
method for providing network access to electronic devices
using database knowledge of available network resources.

BACKGROUND

Wireless electronic devices, especially those with a high
degree of portability while in use, are becoming increasingly
popular. But a challenge for these devices is providing reli-
able network access. Achieving network access can be a
particular problem for devices that do not have provisioned
access to a default network for the electronic device, such as
a nation-wide network deployed by a cellular service pro-
vider. Also, even if the device has connectivity access to a
default network (sometimes referred to as a “home net-
work™), a secondary network may be preferred in some cir-
cumstances. For instance, use of a cellular network for some
activities may be more expensive than a WiFi network. As
another example, a corporate wireless network may be more
secure than an open WiFi access point or a cellular connec-
tion. In another example, a WiFi network may offer more
available bandwidth than cellular networks unless the WiFi
network is operating at or near capacity, in which case the
cellular network may offer more useable bandwidth.

SUMMARY

To improve communications capability of portable elec-
tronic devices, the present disclosure describes systems and
methods of providing network access information, including
access credentials, to a wireless device (also referred to as a
mobile station or MS) with the assistance of one or more
network data servers. A network data server will sometimes
be referred to in this document as a database (DB) due to the
database services and capabilities of the server. The wireless
device acquires information from the servers about available
networks at a current location of the wireless device.

These and further features will be apparent with reference
to the following description and attached drawings. In the
description and drawings, particular embodiments of the
invention have been disclosed in detail as being indicative of
some of the ways in which the principles of the invention may
be employed, but it is understood that the invention is not
limited correspondingly in scope. Rather, the invention
includes all changes, modifications and equivalents coming
within the scope of the claims appended hereto.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a schematic view of a communication system that
includes an electronic device and at least one network data
sever.

FIG. 2 is a schematic block diagram of an exemplary net-
work data server.

FIG. 3 is an exemplary process flow carried out by the
network data server.

FIG. 4 is an exemplary process flow carried out by the
electronic device.
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FIG. 5 is an exemplary call flow between the electronic
device and one or more network data servers.

FIG. 6 is an exemplary call flow for the establishment of
secure communications between the electronic device and a
network.

FIG. 7 is another exemplary call flow for the establishment
of secure communications between the electronic device and
a network.

FIG. 8 is a flow diagram of functions carried out by the
electronic device and functions carried out by one of the
network data servers to establish wireless communications
capabilities for the electronic device.

Detailed Description of Embodiments

Embodiments will now be described with reference to the
drawings, wherein like reference numerals are used to refer to
like elements throughout. It will be understood that the fig-
ures are not necessarily to scale. Features that are described
and/or illustrated with respect to one embodiment may be
used in the same way or in a similar way in one or more other
embodiments and/or in combination with or instead of the
features of the other embodiments.

A. Description of Hardware Embodiment

In the present document, embodiments are described pri-
marily in the context of a portable wireless radio communi-
cations device, such as the illustrated mobile electronic
device. For purposes of description, the mobile electronic
device may be a mobile telephone. It will be appreciated,
however, that the exemplary context of a mobile telephone is
not the only operational environment in which aspects of the
disclosed systems and methods may be used. The disclosed
systems and methods may be applied to portable electronic
devices and/or to fixed location electronic devices, so long as
the device has wireless radio communications capability.
Therefore, the techniques described in this document may be
applied to any type of appropriate electronic device, examples
of which include a mobile telephone, a media player, a gam-
ing device, a computer (e.g., a laptop computer or a tablet
computer), a pager, a personal digital assistant (PDA), an
electronic book reader, etc. Another exemplary device is an
electronics suite that is included in a motor vehicle, such as a
passenger entertainment center with one or features that
depend on wireless communications. Features that depend on
wireless communications may include Internet browsing
capability, messaging capability (e.g., email, text messaging,
multimedia messaging), video streaming for watching video
content, etc.

Referring initially to FIG. 1, shown is a system that
includes an electronic device 10 and a plurality of network
data servers 12, labeled as servers 12a through 12n. The
electronic device 10 is portable and has wireless communi-
cation capabilities as will be described in greater detail below.
The network data servers 12 may be configured as server
devices that communicate with the electronic device 10, as
will also be described. The electronic device 10 may include
a connectivity function 14 and the servers 12 each may
include a network access function 16 (FIG. 2). The connec-
tivity function 14 and the network access function 16 may
cooperate with each other to assist the electronic device 10 in
identifying one or more available networks 18 (labeled as
networks 18a through 18#) and establish wireless communi-
cations with one of the networks 18 so as to carry out wireless
communications with other devices (not shown) through the
network 18.
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Each of the connectivity function 14 and the network
access function 16 may be embodied as executable instruc-
tions (e.g., referred to in the art as code, programs, or soft-
ware) that are respectively resident in and executed by the
electronic device 10 and the network access management
system 12. The functions 14 and 16 each may be one or more
programs that are stored on respective non-transitory com-
puter readable mediums, such as one or more memory
devices (e.g., an electronic memory, a magnetic memory, or
an optical memory). In the following description, an ordered
logical flow for the functionality of the connectivity function
14 and network access function 16 is described. But it will be
appreciated that the logical progression may be implemented
in an object-oriented or a state-driven manner.

In addition to executable instructions, the server 12 may
store a network information database 48 (FIG. 2) in non-
transitory computer readable medium (e.g., memory). The
database 48 may contain information about the availability
and capabilities of one or more the networks 18 by location.
Each network 18 may include one or more connectivity
devices 22 (labeled as 22a through 22#). The connectivity
devices 22 may be, for example, base stations (BS) or access
points (AP) as are appropriate for the corresponding network
18.

The electronic device 10 may be configured as a multi-
mode device to carry out wireless communications using
plural connectivity options, including carrying out commu-
nications on different frequencies and with different proto-
cols. For this purpose, the electronic device 10 may include
communications circuitry in the form of a multi-mode radio
circuit assembly 24 and an antenna assembly 26. The radio
circuit assembly 24 and the antenna assembly 26 represent
circuitry to communicate over more than one type of com-
munication interface (e.g., communicate with different types
of'networks 18 as described below). Therefore, the illustrated
components represent one or more than one radio transceiv-
ers, depending on capabilities of the implementing hardware
to tune to multiple frequencies and carry out communications
using multiple protocols.

For example, the electronic device 10 may be configured
for interaction with a mobile telephone network in the form of
a cellular communications network. One or more the net-
works 18 may be cellular communications network. Exem-
plary cellular communications networks include, by are not
limited to, networks operating in accordance with global sys-
tem for mobile communications (GSM), wideband code divi-
sion multiple access (WCDMA), integrated services digital
broadcasting (ISDB), high speed packet access (HSPA), or
any other appropriate standard or advanced versions of these
standards. The cellular communications networks may be
compatible with 3G and/or 4G protocols. Therefore, the
appended figures may refer to a cellular communication net-
work using 3G and/or 4G designators, but it will be appreci-
ated that such networks are not limited to these protocols. For
cellular communication networks the connectivity devices 22
may be communications base stations that are strategically
deployed to establish communications between the network
18 and the electronic device 10. The communications base
stations are typically in the form of cellular service towers, or
“cell” towers. The cellular communications network may
further include one or more servers (not shown) for support-
ing the communications activity of the electronic device 10
and other electronic devices 10, such as managing calls
placed by and destined to the electronic device 10, transmit-
ting data to and receiving data from the electronic device 10,
and carrying out any other support functions.
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The electronic device 10 also may be configured to com-
municate with other types of networks 18, such as a packet-
switched network. Exemplary packet-switched networks
include, but are not limited to, a network configured in accor-
dance with IEEE 802.11 (e.g., IEEE 802.11a, IEEE 802.11b,
or IEEE 802.11n), each of which are commonly referred to as
WiFi. The appended figures may refer to a packet-switched
network using the designation 802.11, but it will be appreci-
ated that such networks are not limited to this protocol. There-
fore, it will be appreciated that WiF1i is not the only alternative
network type to cellular communications networks. For
example, a network in accordance with IEEE 802.16 (com-
monly referred to as WiIMAX) may be available, or connec-
tivity in accordance with Bluetooth may be available.

It will be appreciated that the electronic device 10 may be
capable of communicating using more than one standard and
the illustrated radio circuit assembly 24 and antenna assem-
bly 26 represent the hardware and functionality for each
desired standard (e.g., there may be one or more than one
radio transceiver and/or antenna as part of the electronic
device 10). This type of electronic device 10 may be referred
to as a multimode mobile station, or MS. For simplicity of the
appending figures, the electronic device 10 may sometimes
be referred to by the designator MS and the servers may
sometimes be referred to by the designator DB.

Each of the networks 18 may allow the electronic device 10
to communicate with the Internet 28. An operative interface
also may exist between the servers 12 and the Internet 28.
Therefore, regardless of which network 18 to which the elec-
tronic device 10 establishes an operative communication link,
the electronic device 10 may be able to carry out a full range
of communication activities. These activities include, for
example, communicating with one or more of the servers 12
or some other device (e.g., another portable electronic device,
another server that hosts an Internet website, etc.). Exemplary
communications activities of the electronic device 10
include, but are not limited to, calls, data transfers, and the
like. Calls may take any suitable form such as, but not limited
to, voice calls and video calls. The calls may be carried out
over a cellular circuit-switched protocol or may be in the form
of a voice over Internet Protocol (VoIP) call. Data transfers
may include, but are not limited to, receiving streaming con-
tent (e.g., streaming audio, streaming video, etc.), receiving
data feeds (e.g., pushed data, podcasts, really simple syndi-
cation (RSS) data feeds), downloading and/or uploading data
(e.g., image files, video files, audio files, ring tones, Internet
content, etc.), receiving or sending messages (e.g., text mes-
sages, instant messages, electronic mail messages, multime-
dia messages), and so forth. This data may be processed by
the electronic device 10, including storing the data in a
memory 30, executing applications with a processing device
32 to allow user interaction with the data, displaying video
and/or image content associated with the data, outputting
audio sounds associated with the data, and so forth.

Overall functionality of the electronic device 10 may be
controlled by a primary control circuit 34 that includes the
processing device 32. The processing device 32 may execute
code stored in a memory (not shown) within the control
circuit 34 and/or in a separate memory (e.g., the memory 30)
in order to carry out operation of the electronic device 10. For
instance, the processing device 32 may be used to execute the
connectivity function 14. The memory 30 may be, for
example, one or more of a buffer, a flash memory, ahard drive,
a removable media, a volatile memory, a non-volatile
memory, a random access memory (RAM), or other suitable
device. In a typical arrangement, the memory 30 may include
a non-volatile memory for long term data storage and a vola-
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tile memory that functions as system memory for the control
circuit 34. The memory 30 may exchange data with the con-
trol circuit 34 over a data bus. Accompanying control lines
and an address bus between the memory 30 and the control
circuit 34 also may be present.

Another component of the electronic device 10 may be a
display 36 that is used to display visual information to a user.
The electronic device 10 may include a speaker 38 and a
microphone 40 to allow the user to carry out voice conversa-
tions. A user interface 42, such as a keypad and/or touch
screen associated with the display 36, may be present to
provide for a variety of user input operations.

The electronic device 10 may further include one or more
input/output (I/0) interface(s) 44. The 1/O interface(s) 44
may include one or more electrical connectors for connecting
the electronic device 10 to another device (e.g., a computer)
or an accessory (e.g., a personal handsfree (PHF) device) via
a cable, and/or for connecting the electronic device 10 to a
power supply. Therefore, operating power may be received
over the 1/O interface(s) 44 and power to charge a battery of a
power supply unit (PSU) 46 within the electronic device 10
may be received over the /O interface(s) 44. The PSU 46 may
supply power to operate the electronic device 10 in the
absence of an external power source.

The electronic device 10 also may include various other
components. For instance, a camera (not shown) may be
present for taking digital pictures and/or movies. Image and/
or video files corresponding to the pictures and/or movies
may be stored in the memory 30. A position data receiver (not
shown), such as a global positioning system (GPS) receiver,
may be involved in determining the location of the electronic
device 10.

With additional reference to FIG. 2, each server 12 may be
implemented as a computer-based system that is capable of
executing computer applications (e.g., software programs),
including the network access function 16. The network access
function 16, and an affiliated network information database
48, may be stored on a non-transitory computer readable
medium, such as a memory 50. The memory 50 may be a
magnetic, optical or electronic storage device (e.g., hard disk,
optical disk, flash memory, etc.), and may comprise several
devices, including volatile and non-volatile memory compo-
nents. Accordingly, the memory 50 may include, for example,
random access memory (RAM) for acting as system memory,
read-only memory (ROM), hard disks, optical disks (e.g.,
CDs and DVDs), tapes, flash devices and/or other memory
components, plus associated drives, players and/or readers
for the memory devices. To execute the network access func-
tion 16, the server 12 may include one or more processors 52
used to execute instructions that carry out a specified logic
routine(s). The processor 52 and the components of the
memory 50 may be coupled using a local interface 54. The
local interface 54 may be, for example, a data bus with accom-
panying control bus, a network, or other subsystem.

The server 12 may have various video and input/output
(I/O) interfaces 56 as well as one or more communications
interfaces 58. The interfaces 56 may be used to operatively
couple the server 12 to various peripherals, such as a display
60, a keyboard 62, a mouse 64, etc. The communications
interfaces 58 may include for example, a modem and/or a
network interface card. The communications interfaces 58
may enable the server 12 to send and receive data signals,
voice signals, video signals, and the like to and from other
computing devices via an external network. In particular, the
communications interfaces 58 may connect the server 12 to
the Internet 28.
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Systems and methods of providing network access to the
electronic device 10 using the assistance of one or more ofthe
servers 12 now will be described in detail. The techniques
may be implemented in a manner that is independent of
network subscriptions or service plans of the electronic
device 10, independent of predetermined or current network
association of the electronic device 10, and independent of
current radio technology used for wireless communications.

Therefore, aspects of the described techniques may be
employed with electronic devices that have no innate or pre-
viously provisioned network affiliation, and/or with elec-
tronic devices that have no pre-programmed or previously
stored network access credentials for one or more networks.
An electronic device of this nature is sometimes referred to as
a “disconnected device” or an “edge device” due to its net-
work independence and/or inability to conduct wireless com-
munications without obtaining network access credentials.

B. Determination of Network Candidate List and
Network Selection

The electronic device 10 may query the server 12 for infor-
mation about available network options and, in turn, the
server 12 may return a list of networks 18 that match com-
munication parameters, capabilities and/or preferences of the
electronic device 10, and that may service the electronic
device 10 under any applicable government or regulatory
agency rules. The returned information may include identity
and/or connectivity information about connectivity devices
22 of the matching networks 18 that are within communica-
tion range of the electronic device 10. The electronic device
10 may query more than one of the servers 12 for available
network options to gather neighborhood network information
from plural sources that offer different or overlapping ser-
vices. In one embodiment, the electronic device 10 uses the
returned information to determine which network 18 to con-
nect with in order to carry out wireless communications. The
determination may include selection of a specific connectiv-
ity device 22.

In one embodiment, the electronic device 10 may commu-
nicate with a proxy server to request information regarding
available network options. The proxy server may be one of the
servers 12. The proxy server may collect information from
multiple servers 12 or other services on behalf of the elec-
tronic device and return the collected information to the elec-
tronic device 10 in a consolidated manner. Also, the proxy
server may analyze the collected information to narrow the
results to the most suitable network options for the electronic
device 10.

In addition to providing available network option informa-
tion, the server 12 may provide the electronic device 10 with
information that is used by the electronic device 10 to deter-
mine when to re-query the server for available network
options. This information may be in the form of an amount of
time or in the form of a distance from a current location of the
electronic device 10. In one embodiment, the techniques do
not include an active information exchange between the net-
works 18 (or the connectivity devices 22 of the networks 18)
and the server 12 for the server 12 to generate the information
that is provided to the electronic device 10. Rather, the data-
base 48 may contain sufficient information to generate the
information.

It is noted that IEEE 802.21 includes techniques to collect
a list of available networks at a location of a wireless device
from an information server. But IEEE 802.21 has several
limitations addressed by the techniques described in this
document. For instance, IEEE 802.21 does not account for
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several device capabilities and characteristics when creating a
neighborhood network list for a device. One of the prominent
device characteristics not addressed by IEEE 802.21 is power
save features in radio devices. In addition, IEEE 802.21 ser-
vices are network centric in that the services relate to one
network or one type of network, and the network is aware of
the presence of the electronic device for which the service is
provided. In contrast, the server(s) 12 may be unassociated
with the networks 18, and offer services to electronic devices
that may be unassociated with and without an access link with
the networks 18. Therefore, the electronic device 10 need not
be provisioned to natively operate with any of the networks
18. Also, the servers 12 may be independent of the networks
18 and may offer the electronic device 10 information regard-
ing different classes (e.g., types) of networks 18.

Prior to associating with one of the networks 18, the elec-
tronic device 10 may communicate with one or more of the
servers 12 through any available communication pathway,
which may include use of one of the networks 18 for the
limited purpose of establishing communication with the serv-
er(s) 12.

The electronic device 10 may register with one or more
servers 12. The registration may include transmitting a device
capabilities and network preferences to the server(s) 12 in the
form of a registration request. The registration request may
include one or more of the following information elements:

Device Parameter

Current location in a format compatible with the server
Type of location tracking supported by the electronic
device
e.g. GPS, Assisted GPS (A-GPS), Skyhook
Speed and direction of movement, if applicable
Electronic device decision making capability
Based on processing power or features available in the
electronic device
Each radio protocol or interface standard supported by the
electronic device
802.11, WiMax, GPS, WCDMA, etc.
Parameters for each radio protocol or interface standard
supported by the electronic device
EIRP
Dependent on electronic device mode of operation
Security
WPA, WPA2, etc.
Band(s) of operation
VHF, UHF, ISM,, . . .
Bandwidth support
5MHz, 10 MHz, . . .
Support channel bonding
Primary channel, Secondary channel(s)
Power Save
802.11 (e.g. PSMP)
Preferred communication device 22 or network 14
A specific network service provider (e.g., a specified
company’s network)
A specific connection device 22 or a specific network
18
Mode of operation (if multiple modes supported, as in
white space)
VHEF, UHF Personal/Portable device: Mode 1
List of sensed connectivity devices 22 in the neighbor-
hood of the electronic device, which may include link
information
Resource (e.g. bandwidth) requirement or preference
e.g. 2 Mbps (average)
Subscription info
A specific network service provider (e.g., a specified
company)
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Network Preference
Cost
Throughput
Distance
Preferred connectivity device(s) or network
Power save or power consumption
Security
Current network association
3G/4G, network service provider, SSID
User driven or electronic device driven connectivity
decision making or server driven connectivity deci-
sion making for roaming

In response to the registration request, the server 12
responds with a registration reply. The registration reply may
indicate whether the registration was successful or failed.
After a successtul initial registration, the electronic device 10
may periodically update its registration information with the
server 12 to keep a corresponding entry in the information
stored by the server 12 in an active state. The periodic update
may include updating any dynamic elements of the registra-
tion request that may have changed value since the initial
registration or the last update.

After a successful initial registration, the electronic device
10 also may request information regarding available network
resources to which the electronic device 10 may connect for
the current location of the electronic device 10, which is
referred to as neighborhood network for the electronic device
10. The information may be requested by transmitting a net-
work information request to the server 12 to commence a
network information exchange. In reply, the server 12 may
return a connectivity device 22 candidate list to the electronic
device 10. The connectivity device 22 candidate list may be in
the form of connection information for specific connectivity
devices 22. Alternatively, the returned candidate list may,
more generally, include connectivity information for net-
works.

The request from the electronic device 10 for a list of
available network resources for the current location of the
electronic device 10 may be based on the plurality of param-
eters and operating preferences identified in the registration
request and in the network information request. The network
information request may include any dynamic elements of the
registration request that may have changed value since the
initial registration or the last registration update. In addition,
the network information request may include one or more
preference elements that are used by the server 12 to identify
available network options in the vicinity of the electronic
device 10. Exemplary elements included in the network infor-
mation request include:

Operating parameters for each radio or network protocol

supported by the electronic device;

Network preference in terms of a preference for a specific
network (e.g., a network operated by a preferred net-
work service provider) and/or a preference for a type of
network;

Preferences for power consumption or savings, communi-
cation range, cost (e.g., financial charges for network
use), and/or throughput;

Preferences for whether decisions regarding which con-
nectivity device 22 to use are made at the electronic
device 10 or at the server 12;

Information regarding device parameters and supported
radio features;

A current location of the electronic device 10; and

Decision making capability of the electronic device 10 in
terms of computing power and software resident on the
electronic device 10 for execution.
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After receiving a network information request from the
electronic device 10, the server 12 may use the location of the
electronic device 10 to identify the neighborhood network for
the electronic device 10. For instances, connectivity devices
22 that are in the neighborhood network may be determined
using EIRP of the electronic device 10 and the EIRP of
connectivity devices 22 that are known from the database 48
to be in potential communication range of the electronic
device 10. In addition, a terrain model and/or a path propa-
gation model may be used to determine the networks 18 and
connectivity devices 22 in the neighborhood network of the
electronic device 10.

Initially, the server 12 may create a preliminary connectiv-
ity device 22 candidate list that includes the connectivity
devices 22 that are in connectivity range of the electronic
device 10 and that are operationally compatible with the
electronic device 10. For instance, the preliminary candidate
list may include connectivity devices 22 that satisfy opera-
tional requirements of the electronic device as identified dur-
ing the registration process. As such, the connectivity devices
22 in the candidate list are compatible with the radio tech-
nologies supported by the electronic device 10, operate in the
bands supported by the electronic device 10, and account for
mode of operation of the electronic device 10 (mode of opera-
tion may be most relevant for white space channels). In addi-
tion, the connectivity devices 22 in the candidate list may
support electronic device 10 security parameters, power save
preferences, and any other operational criteria to support
basic communication between the electronic device 10 and
the connectivity device 22.

After establishing the preliminary candidate list, the list of
connectivity devices 22 may be further reduced based on
preferences of the electronic device 10 as determined during
the registration process and/or from the network information
request. The results after applying the preferences of the
electronic device 10 may be referred to as a secondary can-
didate list. The secondary candidate list may include any
number (“n”) of connectivity devices 10 that may be suitable
for the electronic device 10. This list of connectivity devices
10 may be transmitted to the electronic device 10 for further
decision making in terms of which connectivity device 22,
and hence which network 18, to use for wireless communi-
cations. In one embodiment, before transmission to the elec-
tronic device 10, the secondary candidate list may be further
shortened and/or ranked based on one or more parameters,
such as one or more of: distance between connectivity device
22 and electronic device 10; expected throughput; cost to the
user of the electronic device 10; preferred connectivity device
22 or network 18; quality of service; and power save criteria.

In one embodiment, the reply to the network information
request may be in the form of a network information response
that is transmitted from the network 12 to the requesting
electronic device 10. In one embodiment, the network infor-
mation response (e.g., candidate list) may include the follow-
ing information, where (i) represents an incremented variable
for each network 18 being identified in the response, (j)
represents an incremented variable for each connectivity
device 22 being identified for a corresponding one of the
identified networks 18, and (k) represents an incremented
variable for each radio communication option (e.g., opera-
tional channel) for each connectivity device 22 being identi-
fied in the response:

Network 1D (i)

Connectivity Device ID (j)
Radio connectivity option (k)
Association parameters
Channel of operation (primary channel if bond-
ing is used)
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Bandwidth of operation (list of channels if bond-
ing is used)
Technology used (e.g., WiMax, WiFi, etc.)
Expected throughput.
Min(wireless link, backhaul link)
Match to one or more electronic device preferences
Distance to electronic device
Power save support
Cost
Quality of service
Etc.
Next request threshold
Distance from current location in which to send a
new network information request
Time at which to send a new network information
request

With additional reference to FIG. 3, illustrated are logical
steps carried out by the server 12 to process a network infor-
mation request for the electronic device 10 using the capabil-
ity, preference and location information for the electronic
device 10. As an alternative to generating and transmitting a
list of candidate connectivity devices 22, the server 12 may
select one connectivity device 22 (or, more generally, one
network 18) and transmit connection information for the
selected connectivity device 22 to the electronic device 10.
This alternative may be used when the electronic device 10 is
not capable or not configured to determine which connectiv-
ity device 22 to use from a list a candidate connectivity
devices 22, or when a determination has been made to have
the server 12 make the connectivity device 22 selection on
behalf of the electronic device 10 (e.g., to assist in roaming of
the electronic device 10).

In addition to providing connectivity information for one
or more connectivity devices 10, the server 12 may transmit
information to the electronic device 10 that is used by the
electronic device 10 to determine when to transmit another
network information request to the server 12. This informa-
tion may be in the form of a next request threshold in the form
of'a distance value (e.g., 50 feet, 200 feet, a half mile, a mile,
etc.) and/or a time value (e.g., 10 minutes, 30 minutes, an
hour, etc.). If the electronic device 10 travels from its current
location an amount equaling a distance from the distance
value, the electronic device 10 may transmit a new network
information request to the server 12. Similarly, if an amount
of time equaling the time value elapses, the electronic device
10 may transmit a new network information request to the
server 12.

The time or distance next request threshold may be selected
by the server 12 to assist the electronic device either stay
connected to a favorable network 18 (e.g., a network that
meets or exceeds electronic device 10 preferences for
throughput, cost, power consumption, quality of service, or
other criteria) or find a new network 18 if the current network
18 is not favorable in terms of electronic device 10 prefer-
ences for throughput, cost, power consumption, quality of
service, or other criteria. If connected to a favorable network
18 or the electronic device 10 is not travelling or traveling
relatively slowly for the communication range of the current
connectivity device 22, then the distance for re-requesting
connectivity information may be relatively far. If connected
to an unfavorable network 18 or the electronic device 10 is
travelling relatively quickly for the communication range of
the current connectivity device 22, then the distance for re-
requesting connectivity information may be relatively short.
Similarly, if connected to a favorable network 18 or the elec-
tronic device 10 is not travelling or traveling relatively slowly
for the communication range of the current connectivity
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device 22, then the amount of time for re-requesting connec-
tivity information may be relatively long. If connected to an
unfavorable network 18 or the electronic device 10 is travel-
ling relatively quickly for the communication range of the
current connectivity device 22, then the amount of time for
re-requesting connectivity information may be relatively
short.

The time or distance next request threshold may be further
selected by the server 12 to assist the electronic device 10
maintain its ability to carry out wireless communications,
especially when travelling and there is a possibility is travel-
ling outside the communication range of the current connec-
tivity device 22 or network 18. For this purpose, the time and
distance may be based, at least in part, on the speed and/or
direction of travel of the electronic device 10.

The distance or time next request threshold may be deter-
mined by the sever based on information that is maintained by
the server 12 about the capabilities and preferences of the
electronic device 10 and about the networks 18, including the
constituent connectivity devices 22 of the networks 18. As an
example, based on the information maintained by the server
12 and predicted movement of the electronic device 10, the
server 12 may determined that the electronic device 10 may
be able to communicate with a different, more favorable
network 18 if the electronic device 10 moves a certain dis-
tance in a certain range of directions.

With additional reference to FIG. 4, illustrated are logical
steps carried out by the electronic device 10 to process a
network information response and select a communication
device 22 for wireless communications. When the electronic
device 10 receives the candidate list from the server 12, the
electronic device 10 may use its preferences to further shorten
the list of candidate connectivity devices 22. In one embodi-
ment, the preferences used in this step may be preferences
that are not shared with the server 12. Rather, these prefer-
ences may be useful as part of an analysis of actual link
information with the connectivity devices 22.

The electronic device 10 may scan a channel occupied by
each of the candidate connectivity devices 22 from the short-
ened list to quantify the quality of the link to each connectiv-
ity device 22. Then, the electronic device 10 may employ a
decision engine to select one of the connectivity devices 22.
Thereafter, the electronic device 10 may associate with the
selected connectivity device 22 (e.g., by using appropriate
handshaking for the selected communication device 22) and
carry out wireless communications.

With additional reference to FIG. 5, illustrated is an exem-
plary call flow between the electronic device 10 and two
servers 12 to carry out the above-described functions.

Depending on security preferences of the electronic device
10 and/or configuration of the network 18 with which the
electronic device 10 may associate, security credentials to
establish secured connection between the network 18 and the
electronic device 10 may be obtained by the electronic device
10. In one embodiment, the security credentials may be sup-
plied to the electronic device from the server 12. The security
credentials may be take any appropriate form including, for
example, a certificate, a username and password, a phase-
shifting key (PSK) passphrase, a key (e.g., public key, shared
key or private key), or similar data item or items.

In one embodiment, following registration of the electronic
device 10 with the server 12, the connectivity function 14
running in the electronic device and the network access func-
tion 16 running in the server 12 may establish a secure tunnel
for further communications between the electronic device 10
and the server 12. The tunnel may be created in an application
layer and may be transparent to an underlying physical layer
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link. Once the secure tunnel is in place, the electronic device
10 may receive security credentials for one or more networks
18, or one or more specific connectivity devices 22, from the
server 12 using the tunnel. The obtained security credentials
are not exposed to the user of the electronic device 10. The
application layer in the electronic device 10 may apply the
security credentials below, but not above, the application
layer in the protocol stack.

In one embodiment, the server 12 may maintain security
credentials of networks 18 in a given geographic area. Alter-
natively, the sever 10 may obtain security credentials from
one or more networks 18 on behalf of an electronic device 12.
In situations where the sever 12 is not aware of the security
credentials for one of the networks 18, or a specific connec-
tivity device 22, the server 12 may set the security credentials
to “unknown”. The “unknown” security credential setting
also may be used for networks 18 or connectivity devices 22
that use authentication above the application layer.

In one embodiment, the security credentials for a selected
network 18 or connectivity device 22 are obtained by trans-
mitting a roaming commit request to the server 12. Depend-
ing on a preference setting of the electronic device 10 or the
credentials to be supplied, the sever 12 may return the cre-
dentials of a given connectivity device 22 or an entire network
18 in a roaming commit response. In the case of transmission
of security credentials for a connectivity device 22, and if the
security credentials are not the same across the corresponding
network 18, then the server 12 may returns a list of security
credentials for plural connectivity devices 22 belonging to the
network 18. The server 12 also may return security creden-
tials for multiple networks 18 serving the location of the
electronic device 10.

FIG. 6 illustrates an exemplary call flow for obtaining
security credentials for PSK based network access and FIG. 7
illustrates an exemplary call flow for obtaining security cre-
dentials for certificate based network access. In both of these
exemplary flows, one network (Net_ 2) is found to be con-
gested and the electronic device seeks access to another net-
work (Net_3).

In one embodiment, the roaming commit request to obtain
security credentials may be sent after the network informa-
tion exchange with the server 12 and determination of which
connectivity device 22 to use has been made. Alternately, the
electronic device 10 may proactively send a roaming commit
request based on a prior network information exchange with
the server 12 and where the electronic device 10 has knowl-
edge of a preferred connectivity device 22 in a known loca-
tion.

C. Wireless Bandwidth Provisioning-Connectivity
Support for “Disconnected Devices”

With additional reference to FIG. 8 illustrated is a flow
diagram of functions carried out by the electronic device 10
(e.g., functions embodied in the connectivity function 14) and
counterpart functions carried out by one of the network data
servers 12 (e.g., functions embodied in the network access
function 16) to establish wireless communications capabili-
ties for the electronic device 10. The flow diagram may be
considered to represent steps of a method carried by the
electronic device 10 and a corresponding method carried out
by the server 12. The order of the functional blocks of the
illustrated embodiment may be altered and/or some blocks
may be carried out concurrently. Additionally, some blocks
may be omitted.

The logical flow allows a disconnected device to attain
network access to carry out wireless communications. A dis-
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connected device is a device having no inherent, innate, pre-
programmed or pre-provisioned access credentials to estab-
lish communication sessions with a network. In some
situations, the disconnected device also may be referred to as
a “contractless” device if there is no agreement with a service
provider to provide wireless communication service for the
device. Due to the network independence of the electronic
device, the electronic device seeks network access credentials
each time the electronic device is without a current network
session and commences a logical operation that relies on
wireless communications. In other situations, the device may
be capable of using a pre-determined network (e.g., a cellular
network), but may seek the ability to use an alternative net-
work for wireless communications. The types of wireless
communications carried out by the electronic device 10 using
the obtained network access may include, but are not limited
to, Internet browsing, data communications, video or audio
streaming, messaging, VoIP calls, etc.

The server 12 arranges network access to one of the net-
works 18 for the electronic device 10. The arranged network
access uses the existing physical resources of the network 18
and uses existing spectrum resources of the network 18. The
existing physical resources may include, for example, a wire-
less access point or a base station (e.g., one or more of the
connectivity devices 22). The spectrum resources of the net-
work 18 may be licensed or unlicensed spectrum for which
the network 18 has attained use rights for the purpose of
servicing client devices. In some situations, the network 18
may attain the use rights in spectrum from the server 12 or
other spectrum allocation source.

The establishment of network access for the electronic
device 10 in this context may be considered bandwidth pro-
visioning in which the server 12 negotiates or brokers the
right of the electronic device 10 to temporarily or perma-
nently use network services of the network 18 so as to engage
in wireless communications.

The logical operations may be employed in a variety of
contexts. In one embodiment, a source entity (e.g., a vendor)
of the electronic device 10 may sell or supply the electronic
device 10 to another entity (e.g., a customer, an employee,
etc.). An example of this embodiment is a car manufacturer
that sells cars equipped with the electronic device 10. Another
example of this embodiment is a retailer that sells or gives out
the electronic device 10 and also sells or makes available
content (e.g., electronic books, movies, television shows,
and/or music). Another example of this embodiment is a
business that supplies the electronic device 10 to its employ-
ees. In these embodiments, the entity selling or providing the
electronic device 10 desires that the electronic device 10 has
communications capability and may arrange for the server 12
to attend to facilitating network access. In another embodi-
ment, a user has purchased or obtained the electronic device
and, desiring communications capability, has arranged for the
server 12 to attend to facilitating network access. Arranging
for the server 12 to attend to facilitating network access may
involve subscribing to a service offered by the operator of the
server 12, registering with the server 12, paying a fee, and/or
some other act. In turn, the operator of the server 12 may
arrange with the various operators of the networks 18 so that
server 12 may provide access credentials to the electronic
devices 10 so that the electronic devices 10 may access one of
the networks 18 and utilize the communications capabilities
of the network 18. Any business agreements between or
among the operator of the server 12, the operators of the
networks 18, the source entity of the electronic device 10, and
the user of the electronic device 10 are not germane to the
systems and methods set forth in this disclosure.
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The logical flow may begin in block 66. In block 66, the
electronic device 10 transmits a request for network access to
the server 12. The request contains data used by the server 12
to supply appropriate network access credentials to the elec-
tronic device 10. This data may include an identity of the
electronic device 10 and the location of the electronic device
10. In one embodiment, the data also includes networks 18
that are detected by the electronic device 10. Other informa-
tion that may be contained in the request or that may have
been previously supplied to the server 12 includes, but is not
limited to, communication protocols and frequency bands
supported by the electronic device 10, affiliations of the user
of the electronic device 10, and so forth. An affiliation of the
user of the electronic device 10 may be information about the
user that would entitle the electronic device 10 (as belonging
to the user) to use the communications capabilities of one or
more of the networks 18. These affiliations may be, but are not
limited to, membership in a club, an organization, or a
rewards program; subscription to a service; purchase of an
item; employment by an employer; enrollment at a school or
university; acquisition of the electronic device 10 from an
authorized entity (e.g., a vendor of the electronic device 10);
etc.

Inblock 68, the server 12 receives and begins to process the
request for network access. In block 70, the server 12 may
determine each network 18 that is available for use by the
electronic device 10 in the present location of the electronic
device 10. Networks 18 that are available for use by the
electronic device 10 include those networks 18 that operate
on a channel and with a protocol supported by the electronic
device 10.

In one embodiment, the available networks 18 are further
refined by filtering the available networks based on affilia-
tions that would entitle the electronic device 10 to establish
wireless communications using the network services of the
networks 18. The filtering is performed in block 72. The
affiliations may be pre-established use authorizations or per-
missions to use the network 18, affiliations of the user of the
electronic device 10 as described above, affiliations between
the server 12 and the network 18, or affiliations between the
source entity of the electronic device 10 and the server 12 or
the network 18. An affiliation between the server 12 and the
network 18 may be an agreement between the operator of the
server 12 and the operator of the network 18 to allow the
server 12 to provide the requesting electronic device 10 with
access credentials to the network 18. Affiliations between the
operator of the server 12 and the operator of the network 18
may be established so that the server 12 has the capability to
make network access available to the electronic device 10
and/or so that the operator of the network 18 obtains users for
the network services of the network 18. Similarly, an affilia-
tion between the source entity of the electronic device 10 and
the network 18 may be an agreement between the source
entity and the operator of the network 18 to allow the server
12 to provide the requesting electronic device 10 with access
credentials to the network 18. Affiliations between the source
entity of the electronic device 10 and the operator of the
network 18 may be established to ensure that the electronic
device 10, once provided to the user, has the capability to
engage in wireless communications and/or so that the opera-
tor of the network 18 obtains users for the network services of
the network 18.

In block 74, the server 12 may filter the networks 18 sur-
viving the filtering of block 72 using operational consider-
ations and may determine a single network 18 for which
access credentials will be supplied to the electronic device 10.
Filtering on operational considerations may account for one
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or more factors including, but not limited to, load balancing
among the networks 18; predicted performance of the net-
works 18 in satisfying minimum quality of service or
throughput specified by the electronic device 10; type of
wireless communications in which the electronic device 10
engages; channel width (bandwidth) and/or throughput
capacity provided by the networks 18; coverage area of the
networks 18; cost of using the networks 18 to one or more of
the user of the electronic device 10, the operator of the server
12, or the source entity of the electronic device 10; security
features provided by the network; etc. The network 18 that
supplies the most favorable combination of operational con-
siderations for the electronic device 10 may be selected by the
server 12.

To assist in the determination of block 74, the server 12
may maintain performance statistics for the available third
party networks 18 to improve bandwidth provisioning deci-
sions. In one embodiment, each network 18 or the constituent
connectivity devices 22 transmits performance statistics for
the connectivity devices 22 to the server 12 on a periodic
basis. The performance statistics for each connectivity
devices 22 may include one or more metrics such as, but not
limited to traffic load, number and/or identity of currently
associated client devices, packet loss ratio, packet delay time,
etc. In addition to performance reports from the networks 18
or connectivity devices 22, the electronic device 10 may
supply reports regarding performance for current or past net-
work sessions. The performance-related metrics received
from each source may be time averaged by the server 12 and
the time average results may be used by the server 12 to rate
the predicted performance of each network 18 and each con-
nectivity device 22. In one approach, the server 12 may estab-
lish performance ratings for the connectivity devices 22 based
on the supplied metrics. The ratings may be adjusted over
time and may be used as part of the filtering process of block
74.

In block 76, the server 12 transmits access credentials for
the selected network 18 to the electronic device 10. In one
embodiment, the access credentials are required to establish a
network session with the network 18. The access credentials
may include, but are not limited, one or more of network name
or identifier of the selected network 18 (or name or identifier
of specific connectivity device 22 within the network 18), a
username and password, a certificate, a phase-shifting key
(PSK) passphrase, a key (e.g., public key, shared key or pri-
vate key), or other authentication data. The access credentials
may be valid for a limited period of time. The access creden-
tials are received by the electronic device 10 in block 78. In
block 78, the electronic device 10 establishes a network ses-
sion with the network 18 for which the access credentials
were received and conducts wireless communications.

An advantage of the operations described in this section is
that the user of the electronic device 10 and/or the electronic
device 10 itself need not have prior knowledge of the network
18 identified by the server 12 or the access credentials for the
network 18. The operations to achieve communications capa-
bility from requesting network access to establishment of the
network session may be transparent to the user of the elec-
tronic device 10. The user may not be aware that the process
has occurred. The user also may not be aware of the mecha-
nism by which communications capability is established or
aware of the identity of the network 18 through which wire-
less communications are carried out. Additionally, the user
may not be made aware of the access credentials that are
supplied to the electronic device 10 and may not have a
mechanism to ascertain the access credentials. For instance,
the electronic device 10 may not store the access credentials
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after termination of the network session and, during retention
of'the access credentials, the access credentials may be stored
in an encrypted form.

The operations described in this section allow a source
entity to provide users with electronic devices 10 and provide
for a mechanism for the electronic devices 10 to engage in
wireless communications in a manner that does not involve
deploying physical network resources. Rather, wireless com-
munications are established using existing network assets of
networks 18 belonging to third parties. The networks
deployed by the third parties may be wide-spread networks
(e.g., cellular networks deployed by commercial cellular tele-
phone carriers) or networks having more limited coverage
(e.g., anetwork deployed by a store, coffee-house, university,
municipality, private individual, etc.). As mention, however,
the operations may be used in other contexts, such as provid-
ing a virtual cellular network service for subscriber devices
without deploying physical network resources. In this exem-
plary case, a provider seeks bandwidth provisioning from the
server 12 to gain network credentials for one or more net-
works 18 and the provider re-allocates the network creden-
tials to client devices that subscribe with the provider. Fur-
thermore, in this embodiment, a server of the provider that
communicates with the server 12 may be considered the
electronic device 10.

The operations to provide the electronic device with access
to the network 18 may be transparent from the view-point of
the electronic device 10 and the network 18. In one embodi-
ment, the server 12 assumes responsibility for ensuring that
the electronic device 10 is validated to use the network 10.
This responsibility involves a bi-directional security implica-
tion. More specifically, the operations of the server 12 may
include validating the network 18 to ensure that the electronic
device 10 is provided with access credentials to legitimate
networks 18 (e.g., networks that are known to be secure) and,
conversely, validating the electronic device 18 to ensure that
any electronic devices 10 that are provided with access cre-
dentials to the network 18 are entitled to have access the
network 18.

D. Wireless Bandwidth Provisioning-Service
Thresholds

In one embodiment, it is possible to provide a minimum
level of quality of service to the electronic device 10 through
the bandwidth provisioning described in the preceding sec-
tion. Providing a minimum level of quality of service ensures
that operational requirements of the electronic device 10 in
terms of data throughput are met. In the case where a provider
contacts the server 12 to gain access to another party’s net-
work 18 for the offering of network services to subscribing
client devices, the minimum level of quality of service can
ensure that the provider obtains sufficient capacity to be able
to service the provider’s client devices.

For purposes of this disclosure, minimum level of quality
of service through bandwidth provisioning is measured in
terms of data unit per unit time (also referred to as a minimum
data rate). The data units may be, for example, kilobits (Kb),
megabits (Mb), gigabits (Gb) or terabits (Tb). The time units
may be, for example, seconds, minutes, hours, or days. There-
fore, exemplary minimum level of quality of service could be
3 Mb per second (Mbps) or 1 Gb per minute. Due to transient
fluctuations in network performance, it is possible that the
network 18 may not be able to deliver the specified minimum
level of quality of service for every data unit, especially when
the time units are seconds. Therefore, time units of a minute
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or longer may be preferred and/or the data rate may be con-
sidered an average data rate over a period of time longer than
the data unit.

Typically, the minimum level of quality of service is avail-
able to the electronic device 10 (or provider) for the duration
of the time that the network access is made available. Hence,
there is no limit on the aggregate amount of data use by the
electronic device over any time period. In another embodi-
ment, the server 12 and/or network 18 may place a limit on the
aggregate data use by the electronic device 10 or apply
charges if aggregate data use exceeds a predetermined
amount.

The bandwidth of the network 18 that satisfies the mini-
mum level of quality of service may be a portion of the overall
capability of the network 18 to support wireless communica-
tions. For instance, the network 18 may offer services to
devices that subscribe directly with the network 18 and plural
devices that gain access through the server 12. In this case, the
overall capacity of the network 18 is shared among these
devices. The minimum level of quality of service for any one
electronic device 10 gaining access through the server 12 may
be a percentage of the overall capacity of the network 18. In
another embodiment, the minimum level of quality of service
for any one electronic device 10 gaining access through the
server 12 may be achieved using one or more channels that are
notused by devices subscribing directly with the network 18.

Should the quality of service of the network 18 degrade
such that the network cannot deliver the minimum quality of
service to the electronic device 10, then the electronic device
10 may switch to another connectivity point 22 of the network
18 delivering the current service or switch to another network
18. In one embodiment, the degradation may be determined
by the electronic device 10 and the switch may be initiated by
transmitting a new request for network access (block 66 of
FIG. 8) to the server 12. In another embodiment, the degra-
dation may be determined by the server 12 using performance
reports received from one or more of the electronic device 10,
the connectivity device 22, or the network 18. In this case, the
server 12 may initiate steps to identify a new connectivity
device 22 for the electronic device 10 to improve the quality
of service.

In one embodiment, it is possible to limit the impact of
bandwidth provisioning on a network 18 for which access
credentials are made available to the electronic device 10
through the server. For instance, as part of the bandwidth
provisioning, a maximum level of quality of service for the
electronic device 10 may be specified. Similar to the mini-
mum level of quality of service, the maximum level of quality
of'service is measured in terms of data unit per unit time (also
referred to as a maximum data rate). The data units may be,
for example, kilobits (Kb), megabits (Mb), gigabits (Gb) or
terabits (Th). The time units may be, for example, seconds,
minutes, hours, or days. Therefore, exemplary maximum
level of quality of service could be 25 Mbps or 16 Gb per
minute. Also, time units of a minute or longer may be pre-
ferred and/or the data rate may be considered an average data
rate over a period of time longer than the data unit. Addition-
ally, it will be observed that the maximum data rate is not a
limit on aggregate data use, except in the limited instance of
the electronic device 10 exchanging data at the maximum
data rate for the entire period of time during which the elec-
tronic device 10 has the ability to access the network 18.

The bandwidth of the network 18 that satisfies the maxi-
mum level of quality of service may be a portion of the overall
capability of the network 18 to provide wireless communica-
tions capabilities.
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In one embodiment, the maximum data rate and/or the
minimum data rate are specified for total data directed to and
transmitted by the electronic device 10. In another embodi-
ment, a minimum data rate may be specified for an uplink
between the network 18 and the electronic device 10, a mini-
mum data rate may be specified for a downlink between the
network 18 and the electronic device 10, a maximum data rate
may be specified for the uplink between the network 18 and
the electronic device 10, and a maximum data rate may be
specified for the downlink between the network 18 and the
electronic device 10.

E. Conclusion

Although certain embodiments have been shown and
described, it is understood that equivalents and modifications
falling within the scope of the appended claims will occur to
others who are skilled in the art upon the reading and under-
standing of this specification.

What is claimed is:
1. A network data server that establishes network access for
an electronic device to enable the electronic device to engage
in wireless communications, comprising:
a communication interface over which the network data
server receives a request for network access from the
electronic device, the electronic device not pre-pro-
grammed or pre-provisioned with access credentials to
establish communications sessions with a network and
has no agreement with a service provider to provide
wireless communication service to the electronic
device;
a processor that executes logical instructions to arrange
network access for the electronic device to one of plural
networks that are available to support wireless commu-
nications of the electronic device, each of the available
networks having a prearranged affiliation with the server
that allows the server to provide the requesting elec-
tronic device with access credentials to the network, the
logical instructions including logical instructions to:
select one of the available networks to supply wireless
communication services to the electronic device
through the establishment of a network session with
the electronic device, the selection of one network
made by filtering the available networks using opera-
tional considerations to account for one or more per-
formance factors relating to the network and the elec-
tronic device; and

transmit, via the communications interface, access cre-
dentials for the selected network to the electronic
device.

2. The network data server of claim 1, wherein the server
receives a request for network access from the electronic
device each time the electronic device is without a current
network session and commences a logical operation that
relies on wireless communications.

3. The network data server of claim 1, wherein the available
networks are networks that have coverage at a location of the
electronic device and that will provide network access to the
electronic device based on a pre-established affiliation
between an entity that supplied the electronic device to a user
of' the electronic device and the network.

4. The network data server of claim 1, wherein access to the
selected network has an associated minimum level of quality
of'service for the electronic device and the minimum level of
quality of service is measured in terms of data unit per time
unit.
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5. The network data server of claim 1, wherein access to the
selected network has an associated minimum level of quality
of service for the electronic device and the minimum level of
quality of service is without regard to aggregate data use by
the electronic device for a predetermined period of time.

6. The network data server of claim 1, wherein access to the
selected network has an associated maximum level of quality
of service for the electronic device.

7. The network data server of claim 6, wherein the maxi-
mum level of quality of service is measured in terms of data
unit per time unit.

8. The network data server of claim 1, wherein the opera-
tional considerations include one or more of load balancing
among the networks, predicted network performance for the
electronic device in terms of quality of service or throughput,
support for the type of wireless communications in which the
electronic device engages, bandwidth, network throughput
capacity, coverage area, cost of use, or security features.

9. A method of establishing network access for an elec-
tronic device to enable the electronic device to engage in
wireless communications, comprising:

receiving, with a network data server, a request for network

access from the electronic device, the electronic device
not pre-programmed or pre-provisioned with access cre-
dentials to establish communications sessions with a
network and has no agreement with a service provider to
provide wireless communication service to the elec-
tronic device;

arranging, with the network data server, network access for

the electronic device to one of plural networks that are
available to support wireless communications of the
electronic device, each of the available networks having
a prearranged affiliation with the server that allows the
server to provide the requesting electronic device with
access credentials to the network, the arranging includ-
ing:
selecting, with the network data server, one of the avail-
able networks to supply wireless communication ser-
vices to the electronic device through the establish-
ment of a network session with the electronic device,
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the selection of one network made by filtering the
available networks using operational considerations
to account for one or more performance factors relat-
ing to the network and the electronic device; and
transmitting access credentials for the selected network
from the network data server to the electronic device.

10. The method of claim 9, wherein the server receives a
request for network access from the electronic device server
each time the electronic device is without a current network
session and commences a logical operation that relies on
wireless communications.

11. The method of claim 9, wherein the available networks
are networks that have coverage at the location of the elec-
tronic device and that will provide network access to the
electronic device based on a pre-established affiliation
between an entity that supplied the electronic device to a user
of the electronic device and the network.

12. The method of claim 9, wherein access to the selected
network has an associated minimum level of quality of ser-
vice for the electronic device and the minimum level of qual-
ity of service is measured in terms of data unit per time unit.

13. The method of claim 9, wherein access to the selected
network has an associated minimum level of quality of ser-
vice for the electronic device and the minimum level of qual-
ity of service is without regard to aggregate data use by the
electronic device for a predetermined period of time.

14. The method of claim 9, wherein access to the selected
network has an associated maximum level of quality of ser-
vice for the electronic device.

15. The method of claim 14, wherein the maximum level of
quality of service is measured in terms of data unit per time
unit.

16. The method of claim 9, wherein the operational con-
siderations include one or more of load balancing among the
networks, predicted network performance for the electronic
device in terms of quality of service or throughput, support for
the type of wireless communications in which the electronic
device engages, bandwidth, network throughput capacity,
coverage area, cost of use, or security features.
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